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Abstract of the contribution: This is an evaluation on the type of support that is suitable from an EATF for eCall over IMS with handover of a UE from E-UTRAN to GERAN or UTRAN access in the CS domain using SRVCC.
1.  
Introduction
At SA2#116, a general description of the need for SRVCC support for eCall over IMS was provided in S2-163461 [1] together with associated CRs to TS 23.216 in S2-163462 [2] which was agreed and to TS 23.237 in S2-163463 [3] which was not.

The CR to TS 23.237 in S2-163463 [3] contained the followed proposed impact for an EATF when an EATF updates the remote call leg following handover of a UE from E-UTRAN to GERAN or UTRAN CS access:

For SRVCC session transfer of an eCall over IMS, the EATF indicates in the reINVITE that the EATF is not willing to receive INFO requests for any Info Packages as defined in RFC 6086 section 5.2.2 [xx].

NOTE:
Indicating an unwillingness to receive INFO requests will prevent an emergency centre/PSAP from sending an INFO message to request an updated MSD from the UE.

The change above would allow a PSAP to become aware immediately that the UE will no longer be able to support update of the MSD for an eCall over IMS using SIP INFO messages as described in an agreed CR in CT1 to TS 24.229 in C1-163815 [4] and in IETF draft-ietf-ecrit-ecall-11 [5]. This will allow the PSAP to begin using inband transfer of an updated MSD as defined in TS 26.267 [6].
An alternative solution preferred by some attendees at SA2#116 was to rely on an error response from an MSC server to an MSD request carried in a SIP INFO message that would enable a PSAP to infer lack of support by a UE for the SIP INFO method of transfer. 
2. 
EATF Support 
The proposal in S2-163463 [3] was based on requirements in IETF RFC 6086 [7], an excerpt of which is copied below.
5.2.2.  UA Procedures

A UA that supports the Info Package mechanism MUST indicate, using the Recv-Info header field, the set of Info Packages for which it is willing to receive INFO requests for a specific session.  A UA can list multiple Info Packages in a single Recv-Info header field, and the UA can use multiple Recv-Info header fields.  A UA can use an empty Recv-Info header field, i.e., a header field without any header field values.

A UA provides its set of Info Packages for which it is willing to receive INFO requests during the dialog establishment.  A UA can update the set of Info Packages during the invite dialog usage.

If a UA is not willing to receive INFO requests for any Info Packages, during dialog establishment or later during the invite dialog usage, the UA MUST indicate this by including an empty Recv-Info header field.  This informs other UAs that the UA still supports the Info Package mechanism.
Example: If a UA has previously indicated Info Packages "foo" and "bar" in a Recv-Info header field, and the UA during the lifetime of the invite dialog usage wants to indicate that it does not want to receive INFO requests for any Info Packages anymore, the UA sends a message with an empty Recv-Info header field.
Once a UA has sent a message with a Recv-Info header field containing a set of Info Packages, the set is valid until the UA sends a new Recv-Info header field containing a new, or empty, set of Info Packages.

Once a UA has indicated that it is willing to receive INFO requestsfor a specific Info Package, and a dialog has been established, the UA MUST be prepared to receive INFO requests associated with that Info Package until the UA indicates that it is no longer willing to receive INFO requests associated with that Info Package.

For a specific dialog usage, a UA MUST NOT send an INFO request associated with an Info Package until it has received an indication that the remote UA is willing to receive INFO requests for that Info Package, or after the UA has received an indication that the remote UA is no longer willing to receive INFO requests associated with that Info Package.
The highlighted parts above show that an EATF would need to include an empty Recv-Info header field in a SIP reINVITE sent to update the remote call leg after handover of a UE using SRVCC in order to avoid further INFO requests from a PSAP for an updated MSD. Not including a Recv-Info header field (which would be the normal action of an EATF) would not inform the PSAP that INFO is no longer supported by the UE. That in turn would lead to a PSAP continuing, at least initially, to request an updated MSD using a SIP INFO request.
3. 
Evaluation of the use of an error response 
Assuming the PSAP does initially continue to use the SIP INFO method to request an updated MSD from the UE after handover of the UE using SRVCC, the SIP INFO would need to be transferred to an entity which can provide some error response back to the PSAP. This might be the EATF but seems more likely to be the MSC server which interworks SIP signaling to CS based signaling to the UE. RFC 6086 [6] includes the following requirements related to an error response for a received INFO request.

Section 4.2.1:
If a UA receives a 469 (Bad Info Package) response to an INFO request, based on RFC 5057 [RFC5057], the response represents a Transaction Only failure, and the UA MUST NOT terminate the invite dialog usage.

Section 4.2.2:
If a UA receives an INFO request associated with an Info Package that the UA has not indicated willingness to receive, the UA MUST send a 469 (Bad Info Package) response (see Section 11.6), which contains a  Recv-Info header field with Info Packages for which the UA is willing to receive INFO requests.  The UA MUST NOT use the response to update the set of Info Packages, but simply to indicate the current set.  In the terminology of multiple dialog usages [RFC5057], this represents a Transaction Only failure, and does not terminate the invite dialogusage.

If a UA receives an INFO request associated with an Info Package, and the message body part with Content-Disposition "Info-Package" (see Section 4.3.1) has a Multipurpose Internet Mail Extensions (MIME) type that the UA supports but not in the context of that Info Package, it is RECOMMENDED that the UA send a 415 (Unsupported Media Type) response.

The UA MAY send other error responses, such as Request Failure (4xx), Server Failure (5xx), and Global Failure (6xx), in accordance with the error-handling procedures defined in RFC 3261.
Otherwise, if the INFO request is syntactically correct and well structured, the UA MUST send a 200 (OK) response.

NOTE: If the application needs to reject the information that it received in an INFO request, that needs to be done on the application level.  That is, the application needs to trigger a new INFO request, which contains information that the previously received application data was not accepted.  Individual Info Package specifications need to describe the details for such procedures.

The correct error response from an MSC server to a SIP INFO message sent by a PSAP would be a 469 as highlighted above. However, a 4xx, 5xx or 6xx response (as highlighted above) might be used instead.
The PSAP reaction to such an error response is not defined, however. So while a PSAP might infer that the UE can no longer support update of the MSD using SIP INFO messages on a permanent basis, it is possible that some implementations would not support this and either reattempt a request using a SIP INFO at a later time or cease requesting the MSD.

In other words, if an EATF does not send the indication described in section 2 to explicitly tell a PSAP that the UE no longer supports request of an updated MSD using a SIP INFO request, it is not guaranteed that a later SIP error response from an MSC server will enable the PSAP to fall back to inband request and transfer of the MSD. 

4. 
Proposal 
The preceding evaluation leads to the following proposal.
Proposal:
It is proposed to agree CR to 23.237 in S2-164487 [3] which has been resubmitted to SA2#116bis. If this is not possible, it is proposed to add a note to TS 23.167 subclause 7.7.3 (entitled “Transfer of an Updated MSD”) stating that following handover of an eCall over IMS to GERAN/UTRAN in the CS domain, the PSAP may continue to request an updated MSD using SIP signaling and will need to fall back to inband transfer if the PSAP receives an error response. A liaison together with this CR change should then also be sent to CT4 to verify that this is acceptable at a stage 3 level. 
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